
Deploy HCL Software 
products in minutes 
with HCL SoFy
HCL Software’s Cloud Native Catalog

Overview

Benefits

Introducing HCL SoFy, the easy way to get started 
deploying HCL Software products to Kubernetes. 
Use SoFy to install and configure your HCL Software 
products in Kubernetes in just a few minutes.

HCL SoFy provides an easy path to get started with cloud native. It delivers richly 
capable, multi-cloud ready HCL Software products and microservices.

Find out more about HCL SoFy here: hcltechsw.com/products/sofy

All your cloud-native HCL Software 
products ready for instant download

Easy install into Kubernetes with 
a single “Helm install” command

Get code into production faster 

Develop applications faster

HCL SoFy makes it easy to get 
started in Kubernetes

http://hcltechsw.com/products/sofy


Cloud native made easy

Step 1: Explore the Catalog

The SoFy catalog contains HCL Software’s rich set of 
cloud-native ready software products and REST APIs. 
Easily find your product containers or REST APIs.

Step 2: Create Solutions

Click to build your personal cloud native ready 
deployment package with HCL Software products 
and SoFy’s unique Kubernetes monitoring and 
administration tools. SoFy makes Kubernetes easy!

Step 3: Release to the Cloud

Deploy your HCL Software product to Kubernetes 
with just a few clicks or a single command. HCL SoFy 
enables you to deploy to any cloud, public or private 
in just minutes! SoFy solutions are portable across 
all Kubernetes environments so you have complete 
freedom of choice.

Watch a quick tour of HCL SoFyWatch our intro video

https://www.youtube.com/watch?v=Bx2BHOzvnR0&list=PL2tETTrnR4wsO61qHk789dBNUZ3YuDg0I&index=2&t=27s
https://youtu.be/CoJWfy0IE9w


Browse a Cloud catalog  
of HCL Software products 
and services

HCL SoFy is a catalog of ready-to-use HCL Software products 
and services with a tool to easily deploy them to a Cloud Native 
environment like Google Kubernetes Engine. HCL SoFy uses Helm 
technology to provide HCL products and APIs as cloud-ready 
building blocks. These catalog products and services are enabled 
for Kubernetes as docker images and helm charts.

Select from the Catalog to 
customize and build your 
own Solution

A SoFy solution is a Kubernetes application, described by a helm 
chart generated by SoFy. A solution includes the following: one or 
more services or products selected from the SoFy Catalog, which 
provide the desired application capabilities, routing and monitoring 
services, and optional platform services that provide a secure, 
managed environment.

Test the Solution in 
our in-house sandbox 
environment

The Solution Console is an included application that provides a 
simplified solution administration experience. It contains Kubernetes 
cluster info, access to log files, URLs for the services and products 
selected from the SoFy catalog, and links to other common services 
in the solution such as Grafana, KeyCloak, and Prometheus.

Deploy your bundled 
Solution to the cloud 
of choice

The design goal of HCL SoFy is to allow Solutions to run in any 
Kubernetes environment. There are several options—open source 
Kubernetes for a self-managed environment, public cloud vendors 
like Google Kubernetes Engine and Amazon Elastic Kubernetes 
Service, or some private cloud platforms include Kubernetes that 
can be run in your data center or public cloud account.

HCL SoFy at a glance
AppScan on Cloud at a Glance
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Integration with leading build environments, DevOps tools and IDEs provides a 
frictionless experience for application security vulnerability testing and fast, 
targeted remediation. AppScan on Cloud o�ers a comprehensive testing suite 
(SAST, DAST, IAST and Open Source) to provide the broadest coverage.

Cloud application 

security testing in 

DevOps

Proven cognitive capabilities enable AppScan on Cloud to deliver deeper and 
faster scan coverage and eliminate false positives. This provides more accurate 
scans in less time, and the AppScan Slider for SAST and DAST empowers your 
organization to appropriately trade o� speed vs. coverage, for di�erent phases 
of the DevOps Pipeline.

Enhance your security 

with cognitive 

capabilities

Application security is not only about performing tests and finding 
vulnerabilities, it’s about managing risk. AppScan on Cloud provides a 
consolidated view of all your testing results (DAST, SAST, IAST, SCA) and a 
view of your testing and remediation progress.  A rich set of security, industry 
and regulatory policies along with the ability to create your own customized 
policies helps security teams manage priorities while still shifting-left, by 
performing testing earlier in the development timeline.

Manage and reduce risk 

in your application 

portfolio

AppScan on Cloud helps to secure and manage your open source 
components. It enables you to gain control and visibility over your open 
source vulnerability scans, by continuously identifying vulnerable open source 
components in your software.

Address your open 

source risk

AppScan on Cloud provides a rich set of APIs as well as an Open Source 
AppScan Automation Framework that enables organizations like yours to 
customize integration to meet your specific requirements.  In addition to 
available “out of the box” integrations for leading tools, APIs and frameworks, 
AppScan Gateway can be combined to fit existing processes while o�oading 
Application Scanning to the Cloud.

Automation and 

Customization
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